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РАСПОРЯЖЕНИЕ

КОНТРОЛЬНО-СЧЕТНОЙ ПАЛАТЫ МУНИЦИПАЛЬНОГО ОБРАЗОВАНИЯ ТУАПСИНСКИЙ МУНИЦИПАЛЬНЫЙ
ОКРУГ КРАСНОДАРСКОГО КРАЯ

от 12.12.2025                                                                                                          № 31
г. Туапсе



О мероприятиях в сфере обеспечения безопасности
 персональных данных в Контрольно-счётной палате 
муниципального образования Туапсинский 
муниципальный округ Краснодарского края

В целях повышения качества мер по обеспечению безопасности персональных данных в Контрольно-счётной палате муниципального образования Туапсинский муниципальный округ Краснодарского края (далее – Палата), руководствуясь Федеральным законом от 27 июля 2006 г. № 152-ФЗ «О персональных данных»:
1. Назначить аудитора Палаты Пичугину Л.В. ответственным лицом за организацию обработки персональных данных в Палате.
2. Назначить начальника отдела контроля расходов в области отраслевого финансирования и использования муниципального имущества Палаты                Жаглину Е.С.  ответственным лицом за организацию обеспечения безопасности персональных данных в Палате.
3. Разместить политику обработки персональных данных на официальном сайте Палаты в сети «Интернет» в течение десяти дней с момента издания распоряжения.
4. Утвердить положение об обработке персональных данных в Контрольно-счётной палате муниципального образования Туапсинский муниципальный округ Краснодарского края (приложение № 1).
5. Утвердить политику обработки персональных данных в Контрольно-счётной палате муниципального образования Туапсинский муниципальный округ Краснодарского края (приложение № 2).
6. Утвердить перечень должностей, уполномоченных на обработку персональных данных, включая их обезличивание, из числа работников Контрольно-счётной палаты муниципального образования Туапсинский муниципальный округ Краснодарского края (приложение № 3).
7. Утвердить перечень информационных систем, использующих персональные данные в Контрольно-счётной палате муниципального образования Туапсинский муниципальный округ Краснодарского края (приложение №4 ).
8. Утвердить форму обязательства работника Контрольно-счётной палаты муниципального образования Туапсинский муниципальный округ Краснодарского края непосредственно осуществляющего обработку персональных данных (приложение № 5).
9. Утвердить правила рассмотрения запросов субъектов персональных данных или их представителей о получении информации, касающейся персональных данных в Контрольно-счётной палате муниципального образования Туапсинский муниципальный округ Краснодарского края (приложение № 6).
10. Утвердить правила работы с обезличенными данными в случае обезличивания персональных данных в Контрольно-счётной палате муниципального образования Туапсинский муниципальный округ Краснодарского края (приложение № 7).
11. Утвердить форму акта оценки возможного вреда субъектам персональных данных (приложение № 8).
12. Утвердить форму согласия на обработку персональных данных лица, претендующего на замещение вакантной должности в Контрольно-счётной палате муниципального образования город Туапсинский муниципальный округ Краснодарского края (приложение № 9).
13. Утвердить форму согласия на обработку персональных данных работника Контрольно-счётной палаты муниципального образования Туапсинский муниципальный округ Краснодарского края (приложение № 10).
14. Утвердить форму разъяснения субъекту персональных данных юридических последствий отказа предоставить свои персональные данные Контрольно-счётной палате муниципального образования Туапсинский муниципальный округ Краснодарского края (приложение № 11).
15. Утвердить журнал учета обращений субъектов персональных данных по вопросам обработки персональных данных в Контрольно-счётной палате муниципального образования Туапсинский муниципальный округ Краснодарского края (приложение № 12).
16. Утвердить обязательство должностного лица, непосредственно осуществляющего обработку персональных данных в Контрольно-счётной палате муниципального образования Туапсинский муниципальный округ Краснодарского края, в случае расторжения с ним контракта (служебного контракта или трудового договора) прекратить обработку персональных данных, ставших известными ему в связи с исполнением должностных (служебных) обязанностей (приложение № 13).
17. Утвердить форму акта об уничтожении персональных данных в Контрольно-счётной палате муниципального образования Туапсинский муниципальный округ Краснодарского края (приложение № 14).
18. Контроль за исполнением настоящего распоряжения оставляю за собой.
19. Настоящее распоряжение вступает в силу с 1 января 2026 г.



Председатель 
Контрольно-счётной палаты 
муниципального образования 
Туапсинский муниципальный округ
Краснодарского края                               			          А.В. Трегубова
































	
	ПРИЛОЖЕНИЕ №1
к распоряжению председателя
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ Краснодарского края
               от 12.12.2025 № 31




ПОЛОЖЕНИЕ
об обработке персональных данных
в Контрольно-счётной палате 
муниципального образования Туапсинский 
муниципальный округ Краснодарского края

[bookmark: sub_100]1. Общие положения
Настоящим Положением об обработке персональных данных в Контрольно-счётной палате муниципального образования Туапсинский муниципальный округ Краснодарского края (далее – Положение) определяется порядок получения, обработки, хранения, передачи и любого другого использования персональных данных в Контрольно-счётной палате муниципального образования Туапсинский муниципальный округ Краснодарского края (далее - Палата):
лиц, замещающих муниципальные должности в Палате, муниципальных служащих Палаты, работников Палаты, не являющихся муниципальными служащими (далее - работники Палаты);
ближайших родственников сотрудников и кандидатов на замещение вакантной должности;
лиц, претендующих на замещение вакантных должностей в Палате;
сотрудников, трудовые отношения с которыми прекращены;
физических лиц, обращающихся в Палату, в соответствии с законодательством РФ;
должностных лиц, индивидуальных предпринимателей и граждан, в отношении которых возбуждается производство об административном правонарушении;
физические лица-контрагенты, состоявшие в договорных отношениях с Оператором. 
В Положении используются следующие основные понятия:
1) персональные данные - любая информация, относящаяся к прямо или косвенно определенному, или определяемому физическому лицу (субъекту персональных данных);
2) оператор - Палата, а также её должностные лица, уполномоченные на обработку персональных данных;
3) обработка персональных данных - любое действие (операция) или совокупность действий (операций), совершаемых с использованием средств автоматизации или без использования таких средств с персональными данными, включая сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (распространение, предоставление, доступ), обезличивание, блокирование, удаление, уничтожение персональных данных;
4) уполномоченное лицо - лицо, занимающее муниципальную должность или должность муниципальной службы, допущенное распоряжением председателя Палаты к работе с персональными данными;
5) обезличивание персональных данных - действия, в результате которых становится невозможным без использования дополнительной информации определить принадлежность персональных данных конкретному субъекту персональных данных.
Документ, определяющий политику в отношении обработки персональных данных, подлежит размещению на официальном сайте Палаты в течение 10 календарных дней с момента его утверждения
Лицо, назначенное ответственным за организацию обработки персональных данных в Палате, осуществляет ознакомление работников Палаты, непосредственно осуществляющих обработку персональных данных, с положениями законодательства РФ о персональных данных (в том числе с требованиями к защите персональных данных), локальными актами по вопросам обработки персональных данных и (или) организует обучение указанных работников в соответствии с Должностной инструкцией ответственного за организацию обработки персональных данных в Палате.
В соответствии с п. 8 ст. 86 ТК РФ работники Палаты должны быть ознакомлены под роспись с документами, устанавливающими порядок обработки их персональных данных, а также об их правах и обязанностях в этой области.
Помещения, в которых осуществляется хранение материальных носителей персональных данных: кабинеты 1, 2, 3, 4.
Помещения, в которых производится обработка персональных данных: кабинеты № 1, 2, 3, 4.
Помещения, в которых хранятся и используются СКЗИ: кабинеты № 1, 2, 3, 4.
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Целями сбора и обработки персональных данных являются:
реализация функций работодателя, организация учета сотрудников Палаты для обеспечения соблюдения законов и иных нормативно-правовых актов, содействия в трудоустройстве, обучении, продвижении по службе, пользования различного вида льготами в соответствии с Трудовым кодексом Российской Федерации, Налоговым кодексом Российской Федерации, Федеральным законом от 2 марта 2007 г. № 25-ФЗ «О муниципальной службе в Российской Федерации», Федеральным законом от 1 апреля 1996 г. № 27-ФЗ «Об индивидуальном (персонифицированном) учете в системах обязательного пенсионного страхования и обязательного социального страхования», Федеральным законом от 7 февраля 2011 г. № 6-ФЗ «Об общих принципах организации и деятельности контрольно-счетных органов субъектов Российской Федерации, федеральных территорий и муниципальных образований», решением Совета муниципального образования Туапсинский муниципальный округ Краснодарского края от 29 ноября 2024 г. № 60                    «Об изменении наименования Контрольно-счетного органа – Контрольно-счетная палата муниципального образования Туапсинский район и утверждении ее Положения в новой редакции», нормативными актами Палаты (далее - обработка в соответствии с трудовым законодательством);
осуществление полномочий в сфере внешнего муниципального финансового контроля, установленных федеральными законами, законами Краснодарского края, муниципальными нормативно-правовыми актами;
производство по делам об административных правонарушениях;
подготовка, заключение, исполнение и прекращение гражданско-правовых договоров, стороной которых либо выгодоприобретателем или поручителем является Оператор, по которым он является субъектом персональных данных, а также заключение договора по инициативе субъекта персональных данных или договора, по которому субъект персональных данных будет являться выгодоприобретателем или поручителем;
рассмотрение обращений;
осуществление прав и законных интересов Оператора или третьих лиц либо для достижения общественно значимых целей при условии, что при этом не нарушаются права и свободы субъекта персональных данных;
иные цели, предусмотренные Федеральным законом Российской Федерации от 27.07.2006 № 152-ФЗ «О персональных данных», необходимые для реализации полномочий, возложенных на Оператора законодательством Российской Федерации, Краснодарского края и муниципальными нормативно-правовыми актами.
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Оператор обрабатывает персональные данные, руководствуясь:
Налоговым кодексом Российской Федерации; 
Гражданским кодексом Российской Федерации;
Бюджетным кодексом Российской Федерации;
Трудовым кодексом Российской Федерации;
Кодексом об административных правонарушениях Российской Федерации;
Федеральным законом от 7 февраля 2011 г. № 6-ФЗ «Об общих принципах организации и деятельности контрольно-счетных органов субъектов Российской Федерации, федеральных территорий и муниципальных образований»;
Федеральным законом от 2 марта 2007 г. № 25-ФЗ «О муниципальной службе в Российской Федерации»;
Федеральным законом от 2 мая 2006 г. № 59-ФЗ «О порядке рассмотрения обращений граждан Российской Федерации»;
Федеральным законом от 6 апреля 2011 г. № 63-Ф3 «Об электронной подписи»;
Федеральным законом от 1 апреля 1996 г. № 27-ФЗ «Об индивидуальном (персонифицированном) учете в системах обязательного пенсионного страхования и обязательного социального страхования»;
Федеральным законом от 24 июля 2002 г. № 111-ФЗ «Об инвестировании средств для финансирования накопительной пенсии в Российской Федерации»;
Федеральным законом от 30 апреля 2008 г. № 56-ФЗ «О дополнительных страховых взносах на накопительную пенсию и государственной поддержке формирования пенсионных накоплений»;
Федеральным законом от 28 декабря 2013 г. № 400-ФЗ «О страховых пенсиях»;
Федеральным законом от 15 декабря 2001 г. № 167-ФЗ «Об обязательном пенсионном страховании в Российской Федерации»;
Федеральным законом от 28.12.2013 № 422-ФЗ «О гарантировании прав застрахованных лиц в системе обязательного пенсионного страхования Российской Федерации при формировании и инвестировании средств пенсионных накоплений, установлении и осуществлении выплат за счет средств пенсионных накоплений»;
Федеральным законом от 4 декабря 2013 г. № 351-ФЗ «О внесении изменений в отдельные законодательные акты Российской Федерации по вопросам обязательного пенсионного страхования в части права выбора застрахованными лицами варианта пенсионного обеспечения»;
Федеральным законом от 28 декабря 2013 г. № 424-ФЗ «О накопительной пенсии»;
Федеральным законом от 15 декабря 2001 г. № 166-ФЗ                                     «О государственном пенсионном обеспечении в Российской Федерации»;
Федеральным законом от 24 июля 1998 г. № 125-ФЗ «Об обязательном социальном страховании от несчастных случаев на производстве и профессиональных заболеваний»;
Федеральным законом от 29 декабря 2006 г. № 255-ФЗ «Об обязательном социальном страховании на случай временной нетрудоспособности и в связи с материнством»;
Федеральным законом от 9 февраля 2009 г. № 8-ФЗ «Об обеспечении доступа к информации о деятельности государственных органов и органов местного самоуправления»;
Федеральным законом от 5 апреля 2013 г. № 44-ФЗ «О контрактной системе в сфере закупок товаров, работ, услуг для обеспечения государственных и муниципальных нужд»;
Указом Президента Российской Федерации от 23 июня 2014 г. № 460         «Об утверждении формы справки о доходах, расходах, об имуществе и обязательствах имущественного характера и внесении изменений в некоторые акты Президента Российской Федерации»;
Регламентом Контрольно-счетной палаты муниципального образования Туапсинский муниципальный округ Краснодарского края;
Стандартами Контрольно-счетной палаты муниципального образования Туапсинский муниципальный округ Краснодарского края;
Внутренними документами Контрольно-счетной палаты муниципального образования Туапсинский муниципальный округ Краснодарского края в области защиты персональных данных.

4. Объем и категории обрабатываемых персональных данных, категории субъектов персональных данных

Оператор осуществляет обработку персональных данных следующих физических лиц (субъектов ПДн):
Цель «обработка в соответствии с трудовым законодательством» достигается посредством обработки персональных данных следующих категорий для следующих субъектов:
1) кандидаты на замещение вакантной должности:
Иные категории: фамилия, имя, отчество, сведения о перемене имени, дата рождения, адрес места жительства/регистрации, владение иностранными языками и языками народов Российской Федерации, выезд за границу, данные загранпаспорта, паспортные данные, государственные награды, классный чин муниципальной службы, гражданство, ИНН, СНИЛС, документ об отсутствии у гражданина заболевания, препятствующего поступлению на муниципальную службу или ее прохождению, данные полиса ОМС, результаты обязательных предварительных медицинских осмотров, информация о трудовой деятельности, сведения о последнем месте государственной или муниципальной службы, контактные сведения, образование, место рождения, профессия, сведения о воинском учёте, семейное положение, фамилии, имена, отчества, даты и места рождения, места работы, домашние адреса и сведения о доходах (расходах) близких родственников, трудоспособность, адрес электронной почты, информация о допуске к государственной тайне, фото, наличие (отсутствие) судимости.
Объем: менее чем 100000 субъектов персональных данных;
2) сотрудники (лица, замещающие муниципальные должности, муниципальные служащие, должности, не являющиеся должностями муниципальной службы):
Иные категории: фамилия, имя, отчество, сведения о перемене имени, паспортные данные, ИНН, СНИЛС, наличие у гражданина заболевания, препятствующего поступлению на гражданскую службу или ее прохождению, данные полиса ОМС, адрес места жительства/регистрации, гражданство, дата рождения, информация о трудовой деятельности, контактные сведения, место рождения, образование, сведения о регистрации, данные загранпаспорта, профессия, сведения о воинском учёте, семейное положение, состав семьи, фамилии, имена, отчества, даты и места рождения, места работы, домашние адреса и сведения о доходах (расходах) близких родственников, социальное положение, трудоспособность, занимаемая должность, владение иностранными языками и языками народов Российской Федерации, пол, данные по аттестации, повышении квалификации и профессиональной переподготовки, награды (поощрения), почетные звания, классный чин государственной или муниципальной службы, реквизиты лицевого/расчетного счета, сведения о доходах (расходах), сведения о последнем месте государственной или муниципальной службы, информация о пребывании заграницей, категория допуска к государственной тайне, фото, наличие (отсутствие) судимости.
Объем: менее чем 100000 субъектов персональных данных;
3) ближайшие родственники сотрудников и кандидатов на замещение вакантной должности:
Специальные категории: национальная принадлежность.
Иные категории: фамилия, имя, отчество, степень родства с кандидатом/сотрудником, дата рождения, место рождения, адрес места жительства/регистрации, гражданство, место работы, сведения о доходах, расходах и обязательствах имущественного характера, свидетельств о рождении, заключении/расторжении брака.
Объем: менее чем 100 000 субъектов персональных данных;
4) сотрудники, трудовые отношения с которыми прекращены:
Иные категории: фамилия, имя, отчество, ИНН, СНИЛС, наличие у гражданина заболевания, препятствующего поступлению на муниципальную службу или ее прохождению, данные полиса ОМС, адрес места жительства/регистрации, гражданство, дата рождения, информация о трудовой деятельности, контактные сведения, место рождения, образование, паспортные данные, сведения о регистрации, данные загранпаспорта, профессия, сведения о воинском учёте, семейное положение, состав семьи, социальное положение, трудоспособность, занимаемая должность, владение иностранными языками и языками народов Российской Федерации, пол, данные по аттестации, повышении квалификации и профессиональной переподготовки, награды (поощрения), почетные звания, классный чин государственной или муниципальной службы, реквизиты лицевого/расчетного счета, сведения о доходах (расходах), сведения о последнем месте государственной или муниципальной службы, информация о пребывании заграницей, категория допуска к государственной тайне, фото, наличие (отсутствие) судимости.
Объем: менее чем 100000 субъектов персональных данных.
Цель «осуществление полномочий в сфере внешнего муниципального финансового контроля, установленных федеральными законами, законами Краснодарского края, муниципальными нормативно-правовыми актами» достигается посредством обработки персональных данных следующих категорий для следующих субъектов:
физические лица, сведения о которых обрабатываются при осуществлении полномочий в сфере внешнего муниципального финансового контроля.
Иные категории: фамилия, имя, отчество, дата рождения, место рождения, паспортные данные, гражданство, пол, адрес места жительства/регистрации, контактные сведения, адрес электронной почты, СНИЛС, ИНН, реквизиты лицевого/расчетного счета, трудоспособность, социальное положение, состав семьи, семейное положение, информация о трудовой деятельности, образование, сведения о доходах (расходах).
Объем: менее чем 100000 субъектов персональных данных.
Цель «производство по делам об административных правонарушениях» достигается посредством обработки персональных данных следующих категорий для следующих субъектов:
физические лица, сведения о которых указываются в протоколе об административном правонарушении.
Иные категории: фамилия, имя, отчество, дата рождения, место рождения, паспортные данные, адрес места жительства/регистрации, контактные сведения.
Объем: менее чем 100000 субъектов персональных данных.
Цель «исполнение договора с субъектом» достигается посредством обработки персональных данных следующих категорий для следующих субъектов:
физические лица-контрагенты, состоявшие в договорных отношениях с Оператором.
Иные категории: фамилия, имя, отчество, адрес места жительства/регистрации, адрес электронной почты, гражданство, дата рождения, занимаемая должность, ИНН, контактные сведения, место рождения, паспортные данные, реквизиты лицевого/расчетного счета.
Объем: менее чем 100000 субъектов персональных данных.
Цель «рассмотрение обращений» достигается посредством обработки персональных данных следующих категорий для следующих субъектов:
физические лица, обращения которых рассматриваются Оператором в соответствии с требованиями законодательства.
Иные категории: фамилия, имя, отчество, дата рождения, место рождения, адрес места жительства/регистрации, контактные сведения, адрес электронной почты, паспортные данные.
Объем: менее чем 100000 субъектов персональных данных.

5. Требования по обработке персональных данных 

При обработке, определении объема и содержания обрабатываемых персональных данных необходимо соблюдать требования, предусмотренные законодательством и настоящим Положением.
Перечень должностей, уполномоченных на обработку персональных данных, из числа работников Палаты, определён в Перечне должностей, уполномоченных на обработку персональных данных, включая их обезличивание, из числа работников Палаты.
Лица, уполномоченные на обработку персональных данных в соответствии с вышеуказанным Перечнем (далее – уполномоченные лица), заполняют Обязательство должностного лица, непосредственно осуществляющего обработку персональных данных в Палате, в случае расторжения с ним контракта (служебного контракта или трудового договора) прекратить обработку персональных данных, ставших известными ему в связи с исполнением должностных (служебных) обязанностей, которое приобщается к личному делу работника.
Содержание и объём обрабатываемых персональных данных определяется в зависимости от целей их обработки. Не допускается обработка персональных данных, несовместимая с целями сбора персональных данных. Обрабатываемые персональные данные не должны быть избыточными по отношению к заявленным целям их обработки.
Обработка персональных данных осуществляется исключительно в целях, указанных в разделе 2 настоящего Положения.
Обработка персональных данных уполномоченными лицами осуществляется в рамках возложенных на них должностных обязанностей.
В целях приема и рассмотрения обращений субъектов персональных данных ведётся Журнал учета обращений субъектов персональных данных по вопросам обработки персональных данных в Палате.
Все персональные данные субъектов персональных данных следует получать у них самих. В соответствии с ч. 3 ст. 18 Федерального закона                      от 27 июля 2006 г. № 152-ФЗ «О персональных данных» (далее - Закон о персональных данных) если персональные данные получены не от субъекта персональных данных, уполномоченное лицо, за исключением случаев, предусмотренных ч. 4 ст. 18 Закона о персональных данных, до начала обработки таких персональных данных, обязано предоставить субъекту персональных данных следующую информацию:
1) фамилия, имя, отчество и адрес уполномоченного лица;
2) цель обработки персональных данных и её правовое основание;
3) перечень персональных данных; 
4) предполагаемые пользователи персональных данных;
5) установленные Законом о персональных данных права субъекта персональных данных;
6) источник получения персональных данных.
Оператор вправе осуществлять без уведомления уполномоченного органа по защите прав субъектов персональных данных обработку персональных данных в соответствии с ч.2 ст.22 Закона о персональных данных.
Уполномоченное лицо:
1) если предоставление персональных данных является обязательным в соответствии с федеральным законодательством – сообщает субъекту персональных данных о последствиях отказа предоставить персональные данные;
2) не осуществляет обработку специальных категорий персональных данных, касающихся расовой, национальной принадлежности, политических взглядов, религиозных или философских убеждений, состоянии здоровья, интимной жизни, за исключением случаев, установленных законодательством РФ;
3) обеспечивает защиту персональных данных от неправомерного их использования или утраты, в порядке, установленном ТК РФ и иными правовыми актами;
4) осуществляет хранение персональных данных в форме, позволяющей определить субъекта персональных данных не дольше, чем этого требуют цели их обработки, если срок хранения не установлен федеральным законодательством, договором, стороной которого, выгодоприобретателем или поручителем, по которому является субъект персональных данных;
5) осуществляет уничтожение либо обезличивание персональных данных по достижении целей обработки или в случае утраты необходимости в достижении этих целей, если иное не предусмотрено федеральным законодательством;
6) предоставляет субъекту персональных данных информацию, предусмотренную ч. 7 ст. 14 Закона о персональных данных.
В соответствии с ч. 7 ст. 14 Закона о персональных данных субъект персональных данных имеет право на получение информации, касающейся обработки его персональных данных, в том числе содержащей:
1) подтверждение факта обработки персональных данных Оператором;
2) правовые основания и цели обработки персональных данных;
3) цели и применяемые Оператором способы обработки персональных данных;
4) наименование и место нахождения оператора, сведения о лицах (за исключением работников Оператора), которые имеют доступ к персональным данным или которым могут быть раскрыты персональные данные на основании договора с оператором или на основании федерального законодательства;
5) обрабатываемые персональные данные, относящиеся к соответствующему субъекту персональных данных, источник их получения, если иной порядок представления таких данных не предусмотрен Законом о персональных данных;
6) сроки обработки персональных данных, в том числе сроки их хранения;
7) порядок осуществления субъектом персональных данных прав, предусмотренных Законом о персональных данных;
8) информацию об осуществленной или о предполагаемой трансграничной передаче данных;
9) наименование или фамилию, имя, отчество и адрес лица, осуществляющего обработку персональных данных по поручению Оператора, если обработка поручена или будет поручена такому лицу;
9.1) информацию о способах исполнения Оператором обязанностей, установленных статьей 18.1 Закона о персональных данных;
10) иные сведения, предусмотренные Законом о персональных данных или другими федеральными законами.
При обработке персональных данных, осуществляемой без использования средств автоматизации, уполномоченному лицу необходимо руководствоваться постановлением Правительства РФ от 15 сентября 2008 г. № 687                            «Об утверждении Положения об особенностях обработки персональных данных, осуществляемой без использования средств автоматизации».
При фиксации персональных данных на материальных носителях не допускается фиксация на одном материальном носителе персональных данных, цели обработки которых заведомо не совместимы. Для обработки различных категорий персональных данных, осуществляемой без использования средств автоматизации, для каждой категории персональных данных должен использоваться отдельный материальный носитель.
При использовании типовых форм документов, характер информации в которых предполагает или допускает включение в них персональных данных (далее - Типовая форма), должны соблюдаться следующие условия:
1) Типовая форма или связанные с ней документы (инструкция по ее заполнению, карточки, реестры и журналы) должны содержать сведения о цели обработки персональных данных, осуществляемой без использования средств автоматизации, имя (наименование) и адрес оператора, фамилию, имя, отчество и адрес субъекта персональных данных, источник получения персональных данных, сроки обработки персональных данных, перечень действий с персональными данными, которые будут совершаться в процессе их обработки, общее описание используемых оператором способов обработки персональных данных;
2) Типовая форма должна предусматривать поле, в котором субъект персональных данных может поставить отметку о своем согласии на обработку персональных данных, осуществляемую без использования средств автоматизации, - при необходимости получения письменного согласия на обработку персональных данных;
3) Типовая форма должна быть составлена таким образом, чтобы каждый из субъектов персональных данных, содержащихся в документе, имел возможность ознакомиться со своими персональными данными, содержащимися в документе, не нарушая прав и законных интересов иных субъектов персональных данных;
4) Типовая форма должна исключать объединение полей, предназначенных для внесения персональных данных, цели обработки которых заведомо не совместимы.
Запросы о получении информации, касающейся персональных данных, рассматриваются согласно Правилам рассмотрения запросов субъектов персональных данных или их представителей о получении информации, касающейся персональных данных в Палате.
В случае обезличивания персональных данных применяются Правила работы с обезличенными персональными данными в Палате. 
Уничтожение персональных данных производится по истечении установленных сроков обработки персональных данных, путем осуществления действий, в результате которых становится невозможным восстановить содержание персональных данных в информационной системе персональных данных и (или) в результате которых уничтожаются материальные носители персональных данных.
В случае выявления неправомерной обработки персональных данных, осуществляемой Палатой или лицом, действующим по поручению Палаты, Палата в срок, не превышающий трех рабочих дней с даты этого выявления, обязана прекратить неправомерную обработку персональных данных или обеспечить прекращение неправомерной обработки персональных данных лицом, действующим по поручению Палаты. В случае если обеспечить правомерность обработки персональных данных невозможно, Палата в срок, не превышающий десяти рабочих дней с даты выявления неправомерной обработки персональных данных, обязана уничтожить такие персональные данные или обеспечить их уничтожение. 
Правомерно обрабатываемые персональные данные подлежат уничтожению либо обезличиванию по достижении целей обработки или в случае утраты необходимости в достижении этих целей, если иное не предусмотрено федеральным законодательством.

6. Особенности обработки персональных данных работников Палаты, лиц, претендующих на замещение вакантных 
должностей в Палате и лиц, обращающихся в Палату 
в соответствии с законодательством РФ

Обработка персональных данных работников Палаты, лиц, претендующих на замещение вакантных должностей в Палате и лиц, обращающихся в Палату в соответствии с законодательством РФ осуществляется до того момента, пока не будет достигнута цель обработки персональных данных. Персональные данные лица, претендующего на замещение вакантной должности в Палате, в случае незамещения указанной должности, подлежат возврату, либо уничтожению по истечению установленных сроков хранения.
Лица, претендующие на замещение вакантных должностей в Палате, заполняют Форму согласия на обработку персональных данных лица, претендующего на замещение вакантной должности в Контрольно-счётной палате муниципального образования город Краснодар.
При заключении трудового договора физические лица заполняют Согласие на обработку персональных данных работника Палаты.
В случае отказа лица от обработки Палатой его персональных данных, ему предоставляется для заполнения Форма разъяснения субъекту персональных данных юридических последствий отказа предоставить свои персональные данные Палате.
В личное дело работника Палаты вносятся его персональные данные и иные сведения, связанные с поступлением его на работу или на муниципальную службу, её прохождением и увольнением, необходимые для обеспечения деятельности Палаты..
Персональные данные, внесенные в личное дело работника Палаты, иные сведения, содержащиеся в личном деле работника Палаты, относятся к сведениям конфиденциального характера (за исключением сведений, которые в установленных федеральными законами случаях публикуются в средствах массовой информации), а в случаях, установленных федеральными законами и иными нормативными правовыми актами Российской Федерации - к сведениям, составляющим государственную тайну.
Личные дела работников Палаты хранятся в сейфе.
При передаче персональных данных работника Палаты соблюдаются правила, установленные ст. 88 ТК РФ.
В случае если лицо, обратившееся с запросом, не уполномочено в соответствии с законодательством Российской Федерации, на получение данных работника, либо отсутствует письменное согласие работника на предоставление его персональных сведений, Палата отказывает в предоставлении персональных данных. Лицу, обратившемуся с запросом, выдается письменное уведомление об отказе в предоставлении персональных данных работников.
Работники Палаты, осуществляющие рассмотрение обращений, содержащих персональные данные, обеспечивают обработку и хранение персональных данных обратившихся в Палату в соответствии с законодательством Российской Федерации о персональных данных.

7. Особенности обработки персональных данных лиц, 
привлекаемых к административной ответственности

В соответствии с ч. 1.1 ст. 23.1 КоАП РФ дела, возбуждаемые должностными лицами Палаты, рассматриваются судом. Персональные данные физических лиц, в отношении которых возбуждается производство об административном правонарушении, используются для осуществления правосудия. 
В соответствии со ст. 28.2 КоАП РФ в протоколе об административном правонарушении указываются сведения о лице, в отношении которого возбуждено дело об административном правонарушении.
Передача протокола об административном правонарушении в суд, уполномоченный рассматривать дело об административном правонарушении, осуществляется в соответствии со ст. 28.8 КоАП РФ.

8. Меры по обеспечению безопасности персональных данных

В соответствии с ч. 1 ст. 19 Закона о персональных данных Палата, как оператор, при обработке персональных данных обязана принимать необходимые правовые, организационные и технические меры или обеспечивать их принятие для защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения персональных данных, а также от иных неправомерных действий в отношении персональных данных.
В соответствии с ч. 2 ст. 19 Закона о персональных данных обеспечение безопасности персональных данных достигается, в частности:
1) определением угроз безопасности персональных данных при их обработке в информационных системах персональных данных;
2) применением организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных, необходимых для выполнения требований к защите персональных данных, исполнение которых обеспечивает установленные Правительством Российской Федерации уровни защищенности персональных данных;
3) применением прошедших в установленном порядке процедуру оценки соответствия средств защиты информации;
4) оценкой эффективности принимаемых мер по обеспечению безопасности персональных данных до ввода в эксплуатацию информационной системы персональных данных;
5) учетом машинных носителей персональных данных;
6) обнаружением фактов несанкционированного доступа к персональным данным и принятием мер, в том числе мер по обнаружению, предупреждению и ликвидации последствий компьютерных атак на информационные системы персональных данных и по реагированию на компьютерные инциденты в них;
7) восстановлением персональных данных, модифицированных или уничтоженных вследствие несанкционированного доступа к ним;
8) установлением правил доступа к персональным данным, обрабатываемым в информационной системе персональных данных, а также обеспечением регистрации и учета всех действий, совершаемых с персональными данными в информационной системе персональных данных;
9) контролем за принимаемыми мерами по обеспечению безопасности персональных данных и уровня защищенности информационных систем персональных данных.
Обработка персональных данных, осуществляемая без использования средств автоматизации, должна осуществляться таким образом, чтобы в отношении каждой категории персональных данных можно было определить места хранения персональных данных (материальных носителей) и установить перечень лиц, осуществляющих обработку персональных данных либо имеющих к ним доступ.
Необходимо обеспечивать раздельное хранение персональных данных (материальных носителей), обработка которых осуществляется в различных целях.
При хранении материальных носителей должны соблюдаться условия, обеспечивающие сохранность персональных данных и исключающие несанкционированный к ним доступ. 
Для помещений, в которых обрабатываются персональные данные, организуется режим обеспечения безопасности, при котором обеспечивается сохранность носителей персональных данных и средств защиты информации, а также исключается возможность неконтролируемого проникновения и пребывания в этих помещениях посторонних лиц.
Доступ в помещение, в котором ведется обработка персональных данных, является открытым для уполномоченных лиц. Нахождение лиц в помещениях, в которых ведется обработка персональных данных, не являющихся уполномоченными лицами, возможно только в присутствии или сопровождении уполномоченного лица на время, ограниченное необходимостью решения служебных вопросов. 
При смене работника, ответственного за учёт документов и других носителей информации, содержащей персональные данные работников Палаты, составляется акт приема-передачи этих материалов. Работник, прекращающий исполнение полномочий ответственного по обработке персональных данных заполняет обязательство прекратить обработку персональных данных, ставших известными ему в связи с исполнением должностных (служебных) обязанностей.
Работа по защите персональных данных, обрабатываемых в информационных системах персональных данных, осуществляется в соответствии с постановлением Правительства Российской Федерации                      от 1 ноября 2012 г. № 1119 «Об утверждении требований к защите персональных данных при их обработке в информационных системах персональных данных» и иными правовыми актами РФ, Краснодарского края, правовыми актами органов местного самоуправления муниципального образования Туапсинский муниципальный округ Краснодарского края.
При обработке персональных данных с использованием средств автоматизации необходимо соблюдение парольной защиты средств автоматизации, идентификации пользователей в локальной сети, правил работы со съемными носителями (в случае их использования), правил резервного копирования, а также порядка доступа в помещения, где расположены информационные системы персональных данных, в целях исключения несанкционированного доступа к персональным данным, а также исключения возможности их несанкционированного уничтожения, изменения, блокирования, копирования, распространения, а также от неправомерных действий в отношении персональных данных. Указанный порядок доступа обеспечивается в том числе:
запиранием помещения на ключ, в том числе при выходе из него в рабочее время;
закрытием металлических шкафов и сейфов, где хранятся носители информации, содержащие персональные данные, во время отсутствия в помещении работников Палаты, ответственных за проведение мероприятий по обработке персональных данных.

[bookmark: sub_800]9. Особенности проведения внутреннего контроля соответствия
обработки персональных данных требованиям к их защите

Внутренний контроль соответствия обработки персональных данных требованиям к защите персональных данных, установленным Законом о персональных данных в Палате определяет процедуры, направленные на выявление и предотвращение нарушений законодательства РФ в сфере обработки персональных данных, в том числе в информационных системах.
Внутренний контроль соответствия обработки персональных данных требованиям к защите персональных данных осуществляется в форме периодических проверок, назначаемых распоряжением председателя Палаты, в котором определяется её срок и лица, ответственные за её проведение.
По результатам проведенной проверки составляется акт, в котором отражаются обстоятельства, установленные в ходе проведенной проверки, и меры, необходимые для устранения выявленных нарушений. Указанный акт представляется председателю Палаты.

10. Ответственность сторон за нарушение норм, регулирующих
обработку и защиту персональных данных субъекта персональных данных

 Лица, виновные в нарушении норм, регулирующих получение, обработку и защиту персональных данных в Палате, несут ответственность в соответствии с федеральными законами:
дисциплинарную; 
административную;
гражданско-правовую;
уголовную.
Работник, предоставивший работодателю подложные документы или заведомо ложные персональные данные, несет дисциплинарную ответственность (в том числе увольнение по п.11 ст.81 ТК РФ).
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Председатель
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ
Краснодарского края                                                                       А.В. Трегубова



	ПРИЛОЖЕНИЕ № 2
к распоряжению председателя
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ Краснодарского края
               от 12.12.2025 № 31




ПОЛИТИКА
обработки персональных данных
в Контрольно-счетной палате
муниципального образования Туапсинский 
муниципальный округ Краснодарского края

1.	Общие положения

1.1.Назначение политики

Политика обработки персональных данных в Палате(далее - Политика) определяет цели и общие принципы обработки персональных данных, а также реализуемые меры защиты персональных данных в Палате. Политика является общедоступным документом Оператора и предусматривает возможность ознакомления с ней любых лиц.

1.2.	Основные понятия

В настоящем документе используются следующие основные понятия:
автоматизированная обработка персональных данных - обработка персональных данных с помощью средств вычислительной техники;
безопасность персональных данных - состояние защищённости персональных данных, при котором обеспечиваются их конфиденциальность, доступность и целостность при их обработке;
блокирование персональных данных - временное прекращение обработки персональных данных (за исключением случаев, если обработка необходима для уточнения персональных данных);
информация - сведения (сообщения, данные) независимо от формы их представления;
информационная система персональных данных (ИС) - совокупность содержащихся в базах данных персональных данных, и обеспечивающих их обработку информационных технологий, и технических средств;
конфиденциальность персональных данных - обязательное для соблюдения Оператором или иным получившим доступ к персональным данным лицом требование не допускать их распространения без согласия субъекта персональных данных или наличия иного законного основания;
несанкционированный доступ (несанкционированные действия) - доступ к информации или действия с информацией, осуществляемые с нарушением установленных прав и (или) правил доступа к информации или действий с ней с применением штатных средств информационной системы или средств, аналогичных им по своим техническим характеристикам и функциональному предназначению;
обработка персональных данных - любое действие (операция) или совокупность действий, совершаемых с использованием средств автоматизации или без использования таких средств с персональными данными, включая сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (в том числе распространение, предоставление, доступ), обезличивание, блокирование, удаление, уничтожение персональных данных;
обезличивание персональных данных - действия, в результате которых становится невозможным без использования дополнительной информации определить принадлежность персональных данных конкретному субъекту персональных данных;
оператор персональных данных (Оператор) - Палата, а также её должностные лица, уполномоченные на обработку персональных данных;
персональные данные - любая информация, относящаяся к прямо или косвенно определённому, или определяемому физическому лицу (субъекту персональных данных);
предоставление персональных данных - действия, направленные на раскрытие персональных данных определённому лицу или определённому кругу лиц; 
распространение персональных данных - действия, направленные на раскрытие персональных данных неопределённому кругу лиц;
сотрудники - лица, замещающие муниципальные должности, муниципальные служащие, должности, не являющиеся должностями муниципальной службы;
субъект персональных данных (Субъект) - физическое лицо, которое прямо или косвенно определено, или определяемо с помощью персональных данных;
технические средства информационной системы персональных данных	 -средства	вычислительной	техники, информационно-вычислительные комплексы и сети, средства и системы передачи, приёма и обработки персональных данных (средства и системы звукозаписи, звукоусиления, звуковоспроизведения, переговорные и телевизионные устройства, средства изготовления, тиражирования документов и другие технические средства обработки речевой, графической, видео- и буквенно-цифровой информации), программные средства (операционные системы, системы управления базами данных и т.п.), средства защиты информации;
трансграничная передача персональных данных - передача персональных данных на территорию иностранного государства, органу власти иностранного государства, иностранному физическому лицу или иностранному юридическому лицу;
угрозы безопасности персональных данных - совокупность условий и факторов, создающих опасность несанкционированного, в том числе случайного, доступа к персональным данным, результатом которого может стать уничтожение, изменение, блокирование, копирование, распространение персональных данных, а также иных несанкционированных действий при их обработке в информационной системе персональных данных;
уничтожение персональных данных - действия, в результате которых становится невозможным восстановить содержание персональных данных в информационной системе персональных данных и (или) в результате которых уничтожаются материальные носители персональных данных.

1.3.	Основные права Оператора
Оператор вправе:
получать от субъекта персональных данных документы, содержащие персональные данные;
требовать от субъекта персональных данных своевременного уточнения предоставленных персональных данных;
проверять полноту и точность предоставленных персональных данных и в случае выявления ошибочных или неполных персональных данных, Оператор имеет право прекратить все отношения с субъектом персональных данных.

1.4.	Основные обязанности Оператора

Оператор обязан:
обрабатывать персональные данные, полученные в установленном действующим законодательством порядке;
рассматривать обращения субъекта персональных данных (законного представителя субъекта персональных данных, уполномоченного органа по защите прав субъектов персональных данных) по вопросу обработки его персональных данных и давать мотивированные ответы в срок, не превышающий 10 рабочих дней с даты поступления обращения (запроса);
предоставлять субъекту персональных данных (законному представителю субъекта персональных данных) возможность безвозмездного доступа к своим персональным данным, обрабатываемым Оператором;
принимать меры по уточнению, уничтожению персональных данных субъекта персональных данных в связи с его (законного представителя) обращением с законными и обоснованными требованиями.
Оператор не собирает персональные данные, не обрабатывает и не передаёт персональные данные субъектов персональных данных третьим лицам, без согласия субъекта персональных данных, если иное не предусмотрено федеральным законодательством.

1.5. Основные права субъекта

Субъект персональных данных имеет право:
1) на безвозмездное ознакомление со своими персональными данными, за исключением случаев, предусмотренных Федеральным законом                                         от 27 июля 2006 г. № 152-ФЗ «О персональных данных» (далее – Закон о персональных данных);
2) на получение информации, касающейся обработки своих персональных данных, в том числе содержащей:
подтверждение факта обработки персональных данных Оператором;
правовые основания, цели обработки персональных данных и применяемые Оператором способы обработки персональных данных;
наименование и место нахождения лиц (за исключением сотрудников Оператора), которые имеют доступ к персональным данным или которым могут быть раскрыты персональные данные на основании договора с Оператором или на основании федерального законодательства;
обрабатываемые персональные данные, относящиеся к соответствующему субъекту персональных данных, источник их получения, если иной порядок представления таких данных не предусмотрен федеральным законодательством;
сроки обработки персональных данных, в том числе сроки их хранения;
информацию об отсутствии трансграничной передачи данных;
наименование или фамилию, имя, отчество и адрес лица, осуществляющего обработку персональных данных по поручению Оператора, если обработка поручена или будет поручена такому лицу;
иные сведения, предусмотренные законодательством Российской Федерации;
3) требовать от Оператора уточнения его персональных данных, их блокирования или уничтожения в случае, если персональные данные являются неполными, устаревшими, неточными, незаконно полученными или не являются необходимыми для заявленной цели обработки, а также принимать предусмотренные законом меры по защите своих прав;
4) обжаловать действия или бездействие Оператора в уполномоченный орган по защите прав субъектов персональных данных или в судебном порядке;
5) на защиту своих прав и законных интересов, в том числе на возмещение убытков и (или) компенсацию морального вреда в судебном порядке.




2. Цели сбора и обработки персональных данных

Целями сбора и обработки персональных данных являются:
реализация функций работодателя, организация учета сотрудников Палаты для обеспечения соблюдения законов и иных нормативно-правовых актов, содействия в трудоустройстве, обучении, продвижении по службе, пользования различного вида льготами в соответствии с Трудовым кодексом Российской Федерации, Налоговым кодексом Российской Федерации, Федеральным законом от 2 марта 2007 г. № 25-ФЗ «О муниципальной службе в Российской Федерации», Федеральным законом от 1 апреля 1996 г. № 27-ФЗ «Об индивидуальном (персонифицированном) учете в системах обязательного пенсионного страхования и обязательного социального страхования», а также Федеральным законом от 7 февраля 2011 г. № 6-ФЗ «Об общих принципах организации и деятельности контрольно-счетных органов субъектов Российской Федерации, федеральных территорий и муниципальных образований», нормативными актами Палаты (далее - обработка в соответствии с трудовым законодательством);
осуществление полномочий в сфере внешнего муниципального финансового контроля, установленные федеральными законами, законами Краснодарского края, муниципальными нормативно-правовыми актами;
производство по делам об административных правонарушениях;
подготовка, заключение, исполнение и прекращение гражданско-правовых договоров, стороной которых либо выгодоприобретателем или поручителем является Оператор, по которым Оператор является субъектом персональных данных, а также заключение договора по инициативе субъекта персональных данных или договора, по которому субъект персональных данных будет являться выгодоприобретателем или поручителем;
рассмотрение обращений;
обеспечение пропускного режима (ограничения доступа) в соответствии с установленными границами контролируемой зоны объектов информатизации Оператора;
осуществление прав и законных интересов Оператора или третьих лиц либо для достижения общественно значимых целей при условии, что при этом не нарушаются права и свободы субъекта персональных данных;
иные цели, предусмотренные Федеральным законом Российской Федерации от 27.07.2006 №152-ФЗ «О персональных данных», необходимые для реализации полномочий, возложенных на Оператора законодательством Российской Федерации, Краснодарского края и муниципальными нормативно-правовыми актами.

3. Порядок и условия обработки персональных данных

Перечень действий с персональными данными, осуществляемых Палатой.
Оператором осуществляются следующие действия с персональными данными: сбор, хранение, накопление, систематизация, использование, уточнение (обновление, изменение), передача (распространение, предоставление, доступ) извлечение, запись, обезличивание, блокирование, уничтожение, удаление.

			Способы обработки персональных данных

Оператором применяются следующие способы обработки персональных данных: смешанная обработка персональных данных с передачей по внутренней сети и сети интернет.

			Передача персональных данных третьим лицам

В случае поручения обработки персональных данных третьему лицу, ему предъявляются требования принимать необходимые организационные, технические меры для защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения, а также от иных неправомерных действий в отношении персональных данных, в том числе: определение угроз безопасности персональных данных при их обработке в информационных системах; учёт машинных носителей персональных данных; обнаружение фактов несанкционированного доступа к персональным данным и принятием мер; контроль принимаемых мер по обеспечению безопасности персональных данных и уровня защищённости информационных систем персональных данных.
Передача персональных данных устанавливаются в соответствии с Законом о персональных данных.
Обеспечение безопасности персональных данных Оператором достигается, в частности, следующими мерами:
1) назначение ответственного за организацию обработки персональных данных;
2) оценка вреда, который может быть причинен субъектам персональных данных в случае нарушения Закона о персональных данных, соотношение указанного вреда и принимаемых защитных мер;
3) осуществление внутреннего контроля и (или) аудита обработки персональных данных в соответствии с Законом о персональных данных и внутренним документам Оператора по вопросам обработки персональных данных;
4) ознакомление работников, осуществляющих обработку персональных данных, с положениями законодательства Российской Федерации о персональных данных, политикой Оператора в отношении обработки персональных данных, локальными актами по вопросам обработки персональных данных, и (или) обучение указанных работников;
5) восстановление персональных данных, модифицированных или уничтоженных вследствие несанкционированного доступа к ним;
6) применение прошедших в установленном порядке процедуру оценки соответствия средств защиты информации (сертифицированные СЗИ);
7) определение угроз безопасности персональных данных при их обработке в информационных системах персональных данных;
8) оценка эффективности принимаемых мер по обеспечению безопасности персональных данных до ввода в эксплуатацию информационной системы персональных данных;
9) установление правил доступа к персональным данным, обрабатываемым в информационной системе персональных данных, а также обеспечение регистрации и учета всех действий, совершаемых с персональными данными в информационной системе персональных данных;
10) обнаружение фактов несанкционированного доступа к персональным данным и принятие мер;
11) контроль за принимаемыми мерами по обеспечению безопасности персональных данных и уровня защищенности информационных систем персональных данных.
Базы персональных данных Оператора находятся полностью в пределах территории Российской Федерации.
Персональные данные субъектов, обрабатываемые Оператором, подлежат уничтожению либо обезличиванию в случае:
достижения целей обработки персональных данных или утраты необходимости в достижении этих целей;
прекращения деятельности Оператора.

Условия обработки персональных данных без использования средств автоматизации

При обработке персональных данных, осуществляемой без использования средств автоматизации, Оператор выполняет требования, установленные постановлением Правительства Российской Федерации от 15 сентября 2008 г.      № 687 «Об утверждении Положения об особенностях обработки персональных данных, осуществляемой без использования средств автоматизации».

4. Регламент реагирования на запросы, обращения субъектов персональных данных и их представителей

При обращении, запросе в письменной или электронной форме субъекта персональных данных или его законного представителя, на доступ к своим персональным данным Оператор руководствуется требованиями статей 14, 18 и 20 Закона о персональных данных.
Доступ субъекта персональных данных или его законного представителя к своим персональным данным Оператор предоставляет только под контролем ответственного за организацию обработки персональных данных Оператора.
Обращение субъекта персональных данных или его законного представителя фиксируются в «Журнал учета обращений субъектов персональных данных по вопросам обработки персональных данных».
Ответственный за организацию обработки персональных данных принимает решение о предоставлении доступа субъекту персональных данных или его представителю к персональным данным указанного субъекта.
В случае, если данных, предоставленных субъектом или его представителем, недостаточно для установления его личности или предоставление персональных данных нарушает конституционные права и свободы других лиц, ответственный за организацию обработки персональных данных подготавливает мотивированный ответ, содержащий основания для отказа, в срок, не превышающий десяти рабочих дней со дня обращения субъекта персональных данных или его представителя либо от даты получения запроса субъекта персональных данных или его представителя.
Для предоставления доступа субъекту персональных данных или его законному представителю к персональным данным субъекта ответственный за организацию обработки персональных данных привлекает служащего (служащих) структурного подразделения, обрабатывающего персональные данные субъекта по согласованию с руководителем этого структурного подразделения.
Сведения о наличии персональных данных Оператор предоставляет субъекту персональных данных в доступной форме, и в них не должны содержаться персональные данные, относящиеся к другим субъектам персональных данных.
Контроль предоставления сведений субъекту или его законному представителю осуществляет ответственный за организацию обработки персональных данных
Сведения о наличии персональных данных предоставляются субъекту при ответе на запрос в течение десяти дней от даты получения запроса субъекта персональных данных или его законного представителя.

5. Регламент реагирования на запросы обращения
 уполномоченных органов

В соответствии с частью 4 статьи 20 Закона о персональных данных Оператор сообщает в уполномоченный орган по защите прав субъектов персональных данных по его запросу информацию, необходимую для осуществления деятельности указанного органа, в течение десяти дней с даты получения такого запроса.
Сбор сведений для составления мотивированного ответа на запрос надзорных органов осуществляет ответственный за организацию обработки персональных данных при необходимости с привлечением служащих Оператора.
В течение установленного срока ответственный за организацию обработки персональных данных подготавливает и направляет в уполномоченный орган мотивированный ответ и другие необходимые документы.

Председатель
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ
Краснодарского края                                                                       А.В. Трегубова

к распоряжению председателя
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ Краснодарского края
от 12.12.2025 № 31


ПЕРЕЧЕНЬ 
должностей, уполномоченных на обработку персональных
 данных, включая их обезличивание, из числа работников 
Контрольно-счётной палаты муниципального образования
 Туапсинский муниципальный округ Краснодарского края


	№
	Наименование должности
	Категории обрабатываемых персональных данных

	
	
	Обработка в соответствии с трудовым законода-тельством
	Обработка при осуществлении полномочий в сфере внешнего муниципального финансового контроля
	Обработка при производстве по делам об администра-тивных правонарушениях
	Обработка при исполнение договора с субъектом
	Обработ-ка при рассмот-рении обраще-ний

	1
	Председатель
	да
	да
	да
	да
	да

	2
	Аудитор
	да
	да
	да
	да
	да

	3
	Начальник отдела
	да
	да
	да
	да
	да

	4
	Главный инспектор 
	да
	да
	да
	да
	да


                                                                                                                              


Председатель
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ
Краснодарского края                                                                         А.В. Трегубова











	

	ПРИЛОЖЕНИЕ № 4
к распоряжению председателя
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ Краснодарского края
от 12.12.2025 № 31



ПЕРЕЧЕНЬ
информационных систем, использующих персональные 
данные в Контрольно-счётной палате муниципального
 образования Туапсинский муниципальный округ 
Краснодарского края


1. Система бухгалтерского учёта «1С:Предприятие».
2. Реестр муниципальных служащих.
3. СЭД «Обращения граждан».
4. Государственная информационная система о государственных и муниципальных платежах (ГИС ГМП).

В соответствии с постановлением Правительства РФ от 1 ноября 2012 г.                  № 1119 «Об утверждении требований к защите персональных данных при их обработке в информационных системах персональных данных» данные информационные системы являются системами, обрабатывающими общедоступные персональные данные, тип угроз безопасности персональных данных - 3-й. Необходимый уровень обеспечения защищенности персональных данных - 4-й.
											 		
 


Председатель
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ
Краснодарского края                                                                         А.В. Трегубова








ПРИЛОЖЕНИЕ № 5
к распоряжению председателя
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ Краснодарского края
от 12.12.2025 № 31


ФОРМА
обязательства работника Контрольно-счётной палаты непосредственно осуществляющего обработку персональных данных

«ОБЯЗАТЕЛЬСТВО
работника Контрольно-счётной палаты непосредственно осуществляющего обработку персональных данных
Я, ____________________________________________________________
(фамилия, имя, отчество)
в качестве работника _________________________________________________
(наименование должности, отдела)
в период исполнения работы по трудовому договору обязуюсь:
1. Выполнять требования законодательства об обработке персональных данных и распоряжений председателя Контрольно-счётной палаты муниципального образования Туапсинский муниципальный округ Краснодарского края (далее - Палата) по обеспечению сохранности персональных данных в Палате. Соблюдать режим конфиденциальности.
2. Не использовать сведения о персональных данных, полученных при исполнении должностных обязанностей, в личных интересах.
3. Осуществлять меры по защите обрабатываемых персональных данных.
4. Об утрате или недостаче документов, содержащих персональные данные немедленно извещать заместителя председателя Палаты и лицо, ответственное за организацию обеспечения безопасности персональных данных в Палате.
5. Прекратить обработку персональных данных, ставших мне известными в связи с исполнением должностных обязанностей, в случае расторжения со мной трудового договора.
6. В случае моего увольнения прекратить обработку персональных данных и все носители персональных данных субъектов, которые находились в моём распоряжении в период работы в Палате, передать непосредственному руководителю.
Мне известно, что в соответствии с нормативными правовыми актами РФ в случае прекращения допуска к персональным данным субъектов я не освобождаюсь от взятых обязательств по их неразглашению.
Я предупрежден(на) об административной, уголовной и иной предусмотренной законодательством ответственности за разглашение мной персональных данных субъектов, ставших мне известными в связи с исполнением должностных обязанностей в службе.
Нормы ст. 13.11 КоАП РФ, ст. 137 УК РФ мне разъяснены и понятны.
_________________               _______________           _____________________
          (должность)                                  (подпись)                          (расшифровка подписи)

Один экземпляр обязательства получил «___» _______ 20__ г.
____________ 
     (подпись)
												».


Председатель
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ
Краснодарского края                                                                         А.В. Трегубова






























	
	ПРИЛОЖЕНИЕ № 6
к распоряжению председателя
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ Краснодарского края
        от 12.12.2025 № 31




ПРАВИЛА
рассмотрения запросов субъектов персональных данных
или их представителей о получении информации,
касающейся персональных данных в Контрольно-счётной палате муниципального образования Туапсинский
муниципальный округ Краснодарского края



[bookmark: Par10]1. Субъекты персональных данных имеют право на получение информации, касающейся обработки их персональных данных, в том числе содержащей:
1) подтверждение факта обработки персональных данных;
2) правовые основания и цели обработки персональных данных;
3) цели и применяемые способы обработки персональных данных;
4) наименование и местонахождение Палаты, сведения о лицах, которые имеют доступ к персональным данным или которым могут быть раскрыты персональные данные на основании федерального законодательства;
5) обрабатываемые персональные данные, относящиеся к субъекту персональных данных, источник их получения, если иной порядок представления таких данных не предусмотрен федеральным законом;
6) сроки обработки персональных данных, в том числе сроки их хранения;
7) порядок осуществления субъектом персональных данных прав, предусмотренных Федеральным законом от 27.07.2006 № 152-ФЗ                              «О персональных данных» (далее - Закон о персональных данных); 
8) информацию об осуществленной или о предполагаемой трансграничной передаче данных;
9) наименование или фамилию, имя, отчество и адрес лица, осуществляющего обработку персональных данных по поручению Палаты, если обработка поручена или будет поручена такому лицу;
9.1) информацию о способах исполнения Палатой обязанностей, предусмотренных Законом о персональных данных;
10) иные сведения, предусмотренные Законом о персональных данных или другими федеральными законами.
2. Право субъекта персональных данных на доступ к его персональным данным может быть ограничено в соответствии с федеральными законами.
3. Субъект персональных данных имеет право на получение сведений, указанных в пункте 1 настоящих Правил, за исключением случаев, предусмотренных частью 8 статьи 14 Закона о персональных данных. Субъект персональных данных вправе требовать от Палаты уточнения его персональных данных, их блокирования или уничтожения в случае, если персональные данные являются неполными, устаревшими, неточными, незаконно полученными или не являются необходимыми для заявленной цели обработки, и принимать предусмотренные Законом о персональных данных меры по защите своих прав.
4. Сведения, указанные в пункте 1 настоящих Правил, должны быть предоставлены субъекту персональных данных в доступной форме, и в них не должны содержаться персональные данные, относящиеся к другим лицам, работникам Палаты, за исключением случаев, если имеются законные основания для раскрытия таких персональных данных.
[bookmark: Par24]5. Сведения, указанные в пункте 1 настоящих Правил, предоставляются субъекту персональных данных или его представителю в течение десяти рабочих дней с момента обращения либо получения Палатой запроса субъекта персональных данных или его представителя. Указанный срок может быть продлен, но не более чем на пять рабочих дней в случае направления Палатой в адрес субъекта персональных данных мотивированного уведомления с указанием причин продления срока предоставления запрашиваемой информации. Запрос должен содержать номер основного документа, удостоверяющего личность субъекта персональных данных или его представителя, сведения о дате выдачи указанного документа и выдавшем его органе, сведения, подтверждающие участие субъекта персональных данных в отношениях с Палатой (номер договора, дата заключения договора, условное словесное обозначение и (или) иные сведения), либо сведения, иным образом подтверждающие факт обработки персональных данных Палатой, подпись субъекта персональных данных или его представителя. Полномочия представителя должны быть подтверждены документально. Запрос может быть направлен в форме электронного документа и подписан электронной подписью в соответствии с законодательством РФ. Палата предоставляет соответствующие сведения субъекту персональных данных или его представителю в той форме, в которой направлены соответствующие обращение либо запрос, если иное не указано в обращении или запросе.
[bookmark: Par25]6. В случае если сведения, указанные в пункте 1 настоящих Правил, а также обрабатываемые персональные данные были предоставлены для ознакомления субъекту персональных данных по запросу, субъект персональных данных вправе обратиться повторно в Палату или направить повторный запрос в целях получения сведений, указанных в пункте 1 настоящих Правил, и ознакомления с такими персональными данными не ранее чем через тридцать дней после первоначального обращения или направления первоначального запроса, если более короткий срок не установлен федеральным законом, принятым в соответствии с ним нормативным правовым актом или договором, стороной которого либо выгодоприобретателем или поручителем по которому является субъект персональных данных.
[bookmark: Par26]7. Субъект персональных данных вправе обратиться повторно в Палату или направить повторный запрос в целях получения сведений, указанных в пункте 1 настоящих Правил, а также в целях ознакомления с обрабатываемыми персональными данными до истечения срока, указанного в пункте 6 настоящих Правил, в случае, если такие сведения и (или) обрабатываемые персональные данные не были предоставлены ему для ознакомления в полном объеме по результатам рассмотрения первоначального обращения. Повторный запрос наряду со сведениями, указанными в пункте 5 настоящих Правил, должен содержать обоснование направления повторного запроса.
8. Палата вправе отказать субъекту персональных данных в выполнении повторного запроса, не соответствующего условиям, предусмотренным пунктам 6, 7 настоящих Правил. Такой отказ должен быть мотивированным. Обязанность представления доказательств обоснованности отказа в выполнении повторного запроса лежит на Палате.
9. Палата обязана сообщить в порядке, предусмотренном пунктами 6, 7 настоящих Правил, субъекту персональных данных или его представителю информацию о наличии его персональных данных, а также предоставить возможность ознакомления с этими персональными данными при обращении субъекта персональных данных или его представителя либо в течение десяти рабочих дней с даты получения запроса субъекта персональных данных или его представителя. Указанный срок может быть продлен, но не более чем на пять рабочих дней в случае направления Палатой в адрес субъекта персональных данных мотивированного уведомления с указанием причин продления срока предоставления запрашиваемой информации.
10.В случае отказа в предоставлении информации о наличии персональных данных о соответствующем субъекте персональных данных или персональных данных субъекту персональных данных или его представителю при их обращении либо при получении запроса субъекта персональных данных или его представителя Палата обязана дать в письменной форме мотивированный ответ, содержащий ссылку на положение части 8 статьи 14 Закона о персональных данных или иного федерального закона, являющееся основанием для такого отказа, в срок, не превышающий десяти рабочих дней со дня обращения субъекта персональных данных или его представителя либо с даты получения запроса субъекта персональных данных или его представителя. 
11. Палата предоставляет безвозмездно субъекту персональных данных или его представителю возможность ознакомления с персональными данными, относящимися к субъекту персональных данных. В срок, не превышающий семи рабочих дней со дня предоставления субъектом персональных данных или его представителем сведений, подтверждающих, что персональные данные являются неполными, неточными или неактуальными, Палата вносит в них необходимые изменения. В срок, не превышающий семи рабочих дней со дня представления субъектом персональных данных или его представителем сведений, подтверждающих, что такие персональные данные являются незаконно полученными или не являются необходимыми для заявленной цели обработки, Палата обязана уничтожить такие персональные данные. Палата обязана уведомить субъект персональных данных или его представителя о внесенных изменениях и предпринятых мерах и принять разумные меры для уведомления третьих лиц, которым персональные данные этого субъекта персональных данных были переданы.
12. В случае выявления неправомерной обработки персональных данных при обращении субъекта персональных данных или его представителя либо по запросу субъекта персональных данных или его представителя либо уполномоченного органа по защите прав субъектов персональных данных Палата обязана осуществить блокирование неправомерно обрабатываемых персональных данных, относящихся к этому субъекту персональных данных, или обеспечить их блокирование (если обработка персональных данных осуществляется другим лицом, действующим по поручению Палаты) с момента такого обращения или получения указанного запроса на период проверки. В случае выявления неточных персональных данных при обращении субъекта персональных данных или его представителя либо по их запросу или по запросу уполномоченного органа по защите прав субъектов персональных данных Палата обязана осуществить блокирование персональных данных, относящихся к этому субъекту персональных данных, или обеспечить их блокирование (если обработка персональных данных осуществляется другим лицом, действующим по поручению Палаты) с момента такого обращения или получения указанного запроса на период проверки, если блокирование персональных данных не нарушает права и законные интересы субъекта персональных данных или третьих лиц.
13. В случае подтверждения факта неточности персональных данных Палата на основании сведений, представленных субъектом персональных данных или его представителем либо уполномоченным органом по защите прав субъектов персональных данных, или иных необходимых документов обязана уточнить персональные данные либо обеспечить их уточнение (если обработка персональных данных осуществляется другим лицом, действующим по поручению Палаты) в течение семи рабочих дней со дня представления таких сведений и снять блокирование персональных данных.
[bookmark: Par34][bookmark: Par36]14. В случае установления факта неправомерной или случайной передачи (предоставления, распространения, доступа) персональных данных, повлекшей нарушение прав субъектов персональных данных, Палата обязана с момента выявления такого инцидента Палатой, уполномоченным органом по защите прав субъектов персональных данных или иным заинтересованным лицом уведомить уполномоченный орган по защите прав субъектов персональных данных:
1) в течение двадцати четырех часов о произошедшем инциденте, о предполагаемых причинах, повлекших нарушение прав субъектов персональных данных, и предполагаемом вреде, нанесенном правам субъектов персональных данных, о принятых мерах по устранению последствий соответствующего инцидента, а также предоставить сведения о лице, уполномоченном оператором на взаимодействие с уполномоченным органом по защите прав субъектов персональных данных, по вопросам, связанным с выявленным инцидентом;
2) в течение семидесяти двух часов о результатах внутреннего расследования выявленного инцидента, а также предоставить сведения о лицах, действия которых стали причиной выявленного инцидента (при наличии).
15. В случае достижения цели обработки персональных данных Палата   прекращает обработку персональных данных или обеспечивает ее прекращение (если обработка персональных данных осуществляется другим лицом, действующим по поручению Палаты) и уничтожает персональные данные или обеспечивает их уничтожение (если обработка персональных данных осуществляется другим лицом, действующим по поручению Палаты) в срок, не превышающий тридцати дней с даты достижения цели обработки персональных данных, если иное не предусмотрено договором, стороной которого, выгодоприобретателем или поручителем по которому является субъект персональных данных, иным соглашением между Палатой и субъектом персональных данных, либо если Палата не вправе осуществлять обработку персональных данных без согласия субъекта персональных данных на основаниях, предусмотренных Законом о персональных данных или другими федеральными законами.
16. В случае отзыва субъектом персональных данных согласия на обработку его персональных данных Палата прекращает их обработку (если обработка персональных данных запрещена без согласия субъекта персональных данных) или обеспечивает прекращение такой обработки (если обработка персональных данных осуществляется другим лицом, действующим по поручению Палаты) и в случае, если сохранение персональных данных более не требуется для целей обработки персональных данных, уничтожает персональные данные или обеспечивает их уничтожение (если обработка персональных данных осуществляется другим лицом, действующим по поручению Палаты) в срок, не превышающий тридцати дней с даты поступления указанного отзыва, если иное не предусмотрено договором, стороной которого, выгодоприобретателем или поручителем по которому является субъект персональных данных, иным соглашением между оператором и субъектом персональных данных либо если оператор не вправе осуществлять обработку персональных данных без согласия субъекта персональных данных на основаниях, предусмотренных настоящим Федеральным законом или другими федеральными законами.


Председатель
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ
Краснодарского края                                                                       А.В. Трегубова










































ПРИЛОЖЕНИЕ № 7
к распоряжению председателя
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ Краснодарского края
от 12.12.2025 № 31


ПРАВИЛА
работы с обезличенными данными в случае
обезличивания персональных данных 
в Контрольно-счётной палате 
[bookmark: Par13]муниципального образования Туапсинский
муниципальный округ Краснодарского края

1. В Контрольно-счётной палате муниципального образования Туапсинский муниципальный округ Краснодарского края применяются следующие способы обезличивания персональных данных:
1) уменьшение перечня обрабатываемых сведений;
2) замена части сведений идентификаторами;
3) обобщение;
4) понижение точности некоторых сведений;
5) деление сведений на части и обработка в разных информационных системах;
6) другие способы.
2. Способ обезличивания персональных данных определяется лицами уполномоченными на обработку персональных данных.
3. Обезличенные персональные данные не подлежат разглашению.
4. Обезличенные персональные данные могут обрабатываться с использованием и без использования средств автоматизации.
5. При обработке обезличенных персональных данных принимаются меры по обеспечению их безопасности. 



Председатель
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ
Краснодарского края                                                                         А.В. Трегубова




	

	ПРИЛОЖЕНИЕ № 8
к распоряжению председателя
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ Краснодарского края
        от 12.12.2025 № 31


ФОРМА
акта оценки возможного вреда субъектам персональных данных 

« 
Акт
оценки возможного вреда субъектам персональных данных

г. Туапсе «___» __________ 20___ г.

Аудитор Контрольно-счётной палаты муниципального образования Туапсинский муниципальный округ Краснодарского края (далее – Палата) Пичугина Л.В. являющимся лицом, ответственным за организацию обработки персональных данных в Палате и начальник отдела контроля расходов в области отраслевого финансирования и использования муниципального имущества Палаты Жаглина Е.С., являющимся лицом, ответственным за обеспечение безопасности персональных данных в Палате проведена оценка вреда, который может быть причинен субъектам персональных данных в случае нарушения Палатой Федерального закона от 27 июля 2006 г. № 152-ФЗ «О персональных данных».
В соответствии с п. 5 ч. 1 ст. 18.1 Федерального закона от 27 июля.2006 г.                № 152-ФЗ «О персональных данных» составлен настоящий акт оценки вреда о нижеследующем.
В рамках деятельности по обработке персональных данных Палата осуществляет распространение персональных данных на своем официальном сайте в информационно-телекоммуникационной сети Интернет по адресу: https://ksptuapse.ru/.
По результатам оценки установлено, что степень вреда, который может быть причинен субъектам персональных данных, обрабатываемых Палатой, - средняя, в соответствии с пп. 2.2 п. 2 Требований к оценке вреда, который может быть причинен субъектам персональных данных в случае нарушения Федерального закона «О персональных данных», утвержденных Приказом Роскомнадзора от 27 октября 2022 г.  № 178.
Оценка возможного вреда субъектам персональных данных проведена «___» __________ 20__ г по адресу г. Туапсе, ул. Ленина, 4А.
В целях минимизации возможного вреда субъектам персональных данных Палатой предприняты следующие меры:
1) Назначение ответственного за организацию обработки персональных данных в Палате; 
2) Назначение ответственного за обеспечение безопасности персональных данных в Палате;
3) Издание локальных нормативно-правовых актов, определяющих политику Палаты в отношении обработки персональных данных, локальных актов по вопросам обработки персональных данных, а также локальных актов, устанавливающих процедуры, направленные на предотвращение и выявление нарушений законодательства РФ, устранение последствий таких нарушений;
4) Применение правовых, организационных и технических мер по обеспечению безопасности персональных данных в соответствии со ст. 19 Закона о персональных данных; 
5) Осуществление внутреннего контроля соответствия обработки персональных данных Закону о персональных данных и принятым в соответствии с ним нормативным правовым актам, требованиям к защите персональных данных, политике Палаты в отношении обработки персональных данных, локальным актам Палаты; 
6) Ознакомление работников оператора, непосредственно осуществляющих обработку персональных данных, с положениями законодательства РФ о персональных данных, в том числе требованиями к защите персональных данных, документами, определяющими политику оператора в отношении обработки персональных данных, локальными актами по вопросам обработки персональных данных, и (или) обучение указанных работников.

Подписи ответственных:

Должность   _______________________ И.О.Ф	   	           						                  подпись

Должность   _______________________ И.О.Ф	   
                                       подпись
															


Председатель
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ
Краснодарского края                                                                         А.В. Трегубова




ПРИЛОЖЕНИЕ № 9
к распоряжению председателя
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ Краснодарского края
от 12.12.2025 № 31


ФОРМА
согласия на обработку персональных данных лица, претендующего на замещение вакантной должности в Контрольно-счётной палате муниципального образования Туапсинский
муниципальный округ Краснодарского края

«
СОГЛАСИЕ
на обработку персональных данных лица, претендующего 
на замещение вакантной должности 
в Контрольно-счётной палате 
муниципального образования Туапсинский
муниципальный округ Краснодарского края
Я, _______________________________________________________________
(фамилия, имя, отчество)
в соответствии со статьей 9 Федерального закона от 27 июля 2006 г.                № 152-ФЗ «О персональных данных» в целях поступления на работу в Контрольно-счётную палату муниципального образования Туапсинский муниципальный округ Краснодарского края даю согласие на обработку моих персональных данных (фамилия, имя, отчество, сведения о перемене имени, дата рождения, адрес места жительства/регистрации, владение иностранными языками и языками народов Российской Федерации, выезд за границу, данные загранпаспорта, паспортные данные, государственные награды, классный чин муниципальной службы, гражданство, ИНН, СНИЛС, документ об отсутствии у гражданина заболевания, препятствующего поступлению на муниципальную службу или ее прохождению, данные полиса ОМС, результаты обязательных предварительных медицинских осмотров, информация о трудовой деятельности, сведения о последнем месте государственной или муниципальной службы, контактные сведения, образование, место рождения, профессия, сведения о воинском учёте, семейное положение, фамилии, имена, отчества, даты и места рождения, места работы, состав семьи, домашние адреса и сведения о доходах близких родственников, социальное положение, пол, трудоспособность, адрес электронной почты, информация о допуске к государственной тайне, фото, наличие (отсутствие) судимости), включающую в себя действия, совершаемые с использованием средств автоматизации или без использования таких средств с персональными данными, включая сбор, запись, систематизацию, накопление, хранение, уточнение, извлечение, использование, передачу, обезличивание, блокирование, удаление, уничтожение персональных данных. Настоящее согласие распространяет свое действие на период моего поступления на работу в Контрольно-счётную палату муниципального образования Туапсинский муниципальный округ Краснодарского края или до дня отзыва согласия на обработку персональных данных в письменной форме. Настоящее согласие также распространяет свое действие в течение 3 лет - в период хранения документов претендентов на замещение вакантной должности муниципальной службы. 
_________________      ________________        ________________________
          (дата)                                  (подпись)                             (расшифровка подписи)
».




Председатель
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ
Краснодарского края                                                                         А.В. Трегубова
























ПРИЛОЖЕНИЕ № 10
к распоряжению председателя
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ Краснодарского края
от 12.12.2025 № 31


ФОРМА
согласия на обработку персональных данных работника
 Контрольно-счётной палаты муниципального образования 
Туапсинский муниципальный округ Краснодарского края


«
СОГЛАСИЕ
на обработку персональных данных

     Я, ________________________________________________________
(фамилия, имя, отчество)
в соответствии со ст. 9 Федерального закона от 27.07.2006 № 152-ФЗ             «О персональных данных» даю согласие Контрольно-счётной палате и её уполномоченным лицам на автоматизацию, а также без использования автоматизации, обработку персональных данных (фамилия, имя, отчество, сведения о перемене имени, паспортные данные,  ИНН, СНИЛС, наличие (отсутствие) у гражданина заболевания, препятствующего поступлению на гражданскую службу или ее прохождению, данные полиса ОМС, адрес места жительства/регистрации, адрес электронной почты, гражданство, дата рождения, информация о трудовой деятельности, контактные сведения, место рождения, образование, данные загранпаспорта, профессия, сведения о воинском учёте, семейное положение, состав семьи, фамилии, имена, отчества, даты и места рождения, места работы, домашние адреса и сведения о доходах близких родственников, социальное положение, трудоспособность, занимаемая должность, владение иностранными языками и языками народов Российской Федерации, пол, данные по аттестации, повышении квалификации и профессиональной переподготовки, награды (поощрения), почетные звания, классный чин государственной или муниципальной службы, реквизиты лицевого/расчетного счета, сведения о доходах, сведения о последнем месте государственной или муниципальной службы, информация о пребывании за границей, категория допуска к государственной тайне, фото, наличие (отсутствие) судимости), включающую: сбор, систематизацию, накопление, хранение, уничтожение, обновление, изменение, использование, распространение (в том числе передачу), обезличивание, блокирование, уничтожение и иную обработку персональных данных.
Настоящее соглашение действует со дня его подписания до отзыва согласия в письменной форме.
____________          ________________                 _____________________
                                         (подпись)                                  (расшифровка подписи)

«____» ___________ 20_ г.

Один экземпляр согласия получил «___»________20___г.

__________                                                                   ___________________
   (подпись)                                                                       (расшифровка подписи)
                                                                                                                          ».



Председатель
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ
Краснодарского края                                                                         А.В. Трегубова




















ПРИЛОЖЕНИЕ № 11
к распоряжению председателя
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ Краснодарского края
от 12.12.2025 № 31


ФОРМА
разъяснения субъекту персональных данных юридических 
последствий отказа предоставить свои персональные данные 
Контрольно-счётной палате муниципального образования 
Туапсинский муниципальный округ Краснодарского края

«
В Контрольно-счётную палату
муниципального образования Туапсинский муниципальный округ Краснодарского края
________________________________________
(адрес местонахождения)
________________________________________
(фамилия, имя, отчество, адрес места регистрации,
серия, номер паспорта, сведения о дате выдачи
паспорта, сведения об органе, выдавшем паспорт
лица, претендующего на замещение вакантной
должности муниципальной службы)
________________________________________
(фамилия, имя, отчество, адрес места регистрации
представителя лица, претендующего на замещение
вакантной должности муниципальной службы,
серия, номер его паспорта, сведения о дате выдачи
и органе, выдавшем указанный документ,
реквизиты доверенности или иного документа,
подтверждающего полномочия этого представителя
в случае получения согласия от
представителя лица, претендующего на замещение
вакантной должности муниципальной службы)

Мне разъяснена необходимость предоставления моих персональных данных. Мне разъяснено, что в случае отказа предоставить мои персональные данные в Контрольно-счётную палату муниципального образования Туапсинский муниципальный округ Краснодарского края это повлечет за собой:
1) невозможность поступления на муниципальную службу в Контрольно-счётную палату муниципального образования Туапсинский муниципальный округ Краснодарского края (невозможность заключения трудового договора) и замещения должности муниципальной службы и муниципальной должности;
2) невозможность получения ответа на мое обращение в Контрольно-счётную палату муниципального образования Туапсинский муниципальный округ Краснодарского края, подлежащее рассмотрению в порядке, предусмотренном Федеральным законом от 2 мая 2006 г. № 59-ФЗ «О порядке рассмотрения обращений граждан Российской Федерации»;
3) невозможность реализовать свои права и обязанности, предусмотренные действующим законодательством, что повлечет отказ 
______________________________________________________________.
(указать цель обращения в Контрольно-счётную палату муниципального образования Туапсинский муниципальный округ Краснодарского края)»

_______________                      _______________                              ________________
          дата                                          подпись                                                  ФИО              
».



Председатель
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ
Краснодарского края                                                                         А.В. Трегубова

























	
	
	
ПРИЛОЖЕНИЕ № 12
к распоряжению председателя
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ Краснодарского края
от 12.12.2025 № 31






Журнал учета обращений субъектов персональных данных 
по вопросам обработки персональных данных
 в Контрольно-счётной палате муниципального образования 
Туапсинский муниципальный округ
Краснодарского края























г. Туапсе
   2025
49


	№ п/п
	Ф.И.О.
запрашивающего
лица
	Дата обращения
	Краткое содержание обращения
	Отметка о
предоставлении
информации или
отказе в ее
предоставлении
	Подпись запрашивающего лица
	Подпись ответственного лица

	
	
	
	
	
	
	

	
	
	
	
	
	
	




Председатель
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ
Краснодарского края                                                                       А.В. Трегубова
























ПРИЛОЖЕНИЕ № 13
к распоряжению председателя
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ Краснодарского края
от 12.12.2025 № 31
 

ОБЯЗАТЕЛЬСТВО
должностного лица, непосредственно осуществляющего 
обработку персональных данных в Контрольно-счетной палате муниципального образования Туапсинский муниципальный округ Краснодарского края, в случае расторжения с ним контракта
(служебного контракта или трудового договора) 
прекратить обработку персональных данных,
 ставших известными ему в связи с исполнением 
должностных (служебных) обязанностей

	Я,
	
	,

	
	(фамилия, имя, отчество (последнее — при наличии))
	


обязуюсь прекратить обработку персональных данных, ставших мне известными в связи с исполнением должностных (служебных) обязанностей, в случае расторжения со мной контракта (служебного контракта, трудового договора).
В соответствии со статьей 7 Федерального закона от 27 июля 2006 г. № 152-ФЗ                          «О персональных данных» я уведомлен(а) о том, что персональные данные являются конфиденциальной информацией и я обязан(а) не раскрывать третьим лицам и не распространять персональные данные без согласия субъекта персональных данных.
Положения законодательства Российской Федерации, предусматривающие ответственность за нарушение требований Федерального закона от 27 июля 2006 г. № 152-ФЗ «О персональных данных», мне разъяснены.



	«
	
	»
	
	20
	
	 г.
	

	
	
	
	(подпись)




Председатель
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ
Краснодарского края                                                                       А.В. Трегубова

ПРИЛОЖЕНИЕ № 14
к распоряжению председателя
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ Краснодарского края
от 12.12.2025 № 31

Акт
об уничтожении персональных данных

г. Туапсе                                                                                                        «__» _______ 20__ г.

	Ф.И.О. субъектов, чьи персональные данные были уничтожены
	Перечень категорий уничтоженных персональных данных
	Наименование ИСПДн, из которой были уничтожены персональные данные
	Способ уничтожения персональных данных
	Причина уничтожения персональных данных
	Дата уничтожения персональных данных

	
	
	
	
	
	



Акт подлежит хранению до _______________ г.

Ответственный за организацию 
[bookmark: _GoBack]обработки персональных данных				ФИО 	



Председатель
Контрольно-счетной палаты
муниципального образования
Туапсинский муниципальный округ
Краснодарского края                                                                       А.В. Трегубова
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